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Wednesday, September 21, 2022 

Cass County Sheriff’s Office 

Capt. Andy Frobig 

450 34th St. S 

Fargo, ND 58103 

 

GUARD1 Proposal for Cass County Sheriff’s Office 

 

Dear Capt. Andy Frobig: 

Thank you for your interest in GUARD1 Real Time for Cass County Sheriff’s Office. 

If you have any questions or needs regarding this information, please contact me directly 
at nclark@guard1.com or 216-595-0982.  We appreciate the opportunity to present this 
information to you and help your facility increase efficiency and automate your operations. 

The GUARD1 Real Time Platform from GUARD1 protects lives and reputations, helping 
correctional facilities improve standards compliance, reduce liability, and transition to a 
more efficient, paperless jail. 

 

Why GUARD1 for Cass County Sheriff’s Office 

Cass County Sheriff’s Office is looking to deploy GUARD1 because: 

1. GUARD1 electronically logs officer security rounds, activities, and inmate 
movement – accurately providing electronic proof of presence.   

2. GUARD1 helps Cass County Sheriff’s Office fully customize their electronic logs 
and reporting needs – whether its inmate well-being checks, cell check 
observations, inmate movement, activity logging, and more. 

3. GUARD1 provides real time reporting, updates, and alerts.  Generate reports from 
selected parameters and save commonly run reports for easy reporting. Monitor 
real time checks with the GUARD1 Whiteboard View. Receive system alerts via the 
GUARD1 desktop application and email. 

4. GUARD1 interfaces with your agency’s management system. 
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GUARD1 Real Time Platform Pricing Overview 

GUARD1 Real Time Platform is a real time reporting platform that allows for unlimited user, 
concurrent use agency licenses.  You do not need to purchase additional user licenses 
to access or use GUARD1, and you can fully customize what privileges you grant to end 
users. 

GUARD1 is securely accessed from any workstations that is installed in your facility. Our 
platform supports integrations with your jail/offender management system, sharing inmate 
information, housing assignments, inmate restrictions, keep separates, and inmate 
photos automatically. 

The GUARD1 Real Time Platform provides regular software updates, continuous access 
to your data, and data storage for a standard of 7 years. 

Tools for your Team 

 SuperMAX Mobile Device 
 GUARD1 Real Time Desktop Software 
 GUARD1 Real Time Android-based mobile application 
 GUARD1 RFID Wall Tags 
 LaserPrint Wristbands 

 

SuperMAX Overview 

SuperMAX is our rugged, military-grade 
Android Scanner.  Each SuperMAX includes: 

 3-year warranty  
 2 high capacity, hot-swappable 

rechargeable batteries that can cover 
12-hour shifts+ 

 Docking station  
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GUARD1 Real Time Mobile Application 

GUARD1 Real Time is a powerful mobile 
Android app that enables your staff to 
electronically document all of their tasks and 
activities.   

When officers log in to their GUARD1 
SuperMAX device, they will log in to their 
assigned duty posts where they will see a 
task list outlining everything they need to 
complete during their shift.  Automate 
security rounds, inmate tracking, activity 
logging in real time.  

 

 

 

 

GUARD1 Real Time Desktop Application 

GUARD1 Real Time at your Workstation 
gives your staff the ability to see updates 
in real time.  Both customizable reports 
and our desktop whiteboard view allow 
supervisors to see checks and activities 
as they’re made in real time.  They’ll also 
receive alerts for late or missed checks. 
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GUARD1 RFID Wall Tags 

GUARD1 RFID Wall Tags can accommodate all Android 
mobile devices supported by the GUARD1 system.  With 
a limited lifetime warranty, these durable Wall Tags are 
built for the toughest environments. 

 

 

 

LaserPrint Wristbands 

This proposal includes pricing for our 
RFID LaserPrint Wristbands.  Durable, 
tear resistant, waterproof, and tamper 
evident, these wristbands are durable and 
meant to last.  They’re easily 
customizable allowing you complete 
control over what you put on them – 
pictures, ID numbers, names, patterns, 
logos, special symbols – you have 
complete control.  

 

 

Implementation and Training 

Your quote includes on-site training and implementation.  All training sessions are created 
custom for customers depending on your configuration of GUARD1 Real Time, including 
instruction, practice, Q&A, and shadowing as needed. Additionally, standardized training 
materials are available covering mobile device usage for Officers, Administrative 
Reporting, and Supervisor usage.  

 

 

 



5 
GUARD1 - www.guard1.com 
1-800-THE-PIPE  

                             30700 Bainbridge Road 
                             Solon, OH 44139 
 
 
 

2021 GUARD1 by TimeKeeping Systems.  All rights reserved.  The information in this proposal is proprietary and confidential. 

Interfacing with your Jail or Offender Management System 

GUARD1 supports one-way and two-way interfaces with your jail or offender management 
system.   

The standard integration to GUARD1 Real Time is a one-directional interface from your 
management system.  Typically, your management system will export its data to GUARD1.    

One-way integrations are included if you’re able to provide an export file meeting our 
requirements. 

 
GUARD1 uses basic information about the offenders in your facility, name, date of birth, 
identification numbers, and file name of the photo. 

GUARD1 can also provide data back to your system.  This can be the data GUARD1 
collects, such as well-being checks, meal distribution, recreation, attorney visits, or any 
other type of inspections, observations, handouts, or movement. 

 
Please contact your GUARD1 Account Manager for any two-way interfaces to scope out 
the additional Professional Services work. 

Finally, we always recommend that you contact your management system provider about 
licenses and pricing for integrations. 
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Custom Interfaces 

Sometimes, an export file is not possible.  Whether this is because of high costs from 
your Management System vendor, or because your Management System uses a different 
export mechanism, GUARD1 can support you. 

This may require a custom interface between GUARD1 and your Management System (or 
re-using a custom interface we have already developed). 

It is possible that GUARD1 can use an existing export file – for example, one already in 
place for a commissary or medical vendor. 

Please contact us to discuss the alternatives.  We have extensive experience integrating 
with all kinds of external systems and we can help you find a suitable solution – and at a 
reasonable cost.  
Quote Number:  10-220921-142638 

Guard1 Real Time Cloud Solution w/RFID Mobile Device Technology and (6) Months Worth of Inmate 
Wristbands 

*** Annual costs are highlighted in gray *** 

Qty. Part Number Description Price Total 
1 G1RT-CLOUD-M Annual Support & Hosting, Medium 

System 
9995.00 9995.00 

16 G1RT-AL-U Android License for GUARD1 Real 
Time, Unlimited Users (per device, 
per year) 

395.00 6320.00 

16 G1-SUPERMAX-KIT GUARD1 SuperMAX Mobile Device, 
Ethernet Dock and spare battery 

1795.00 28720.00 

20 NFC-MOUNT ScanPoint RFID wall-mount Tag, 
Blue 

9.95 199.00 

17 G1-WB-KIT GUARD1 LaserPrint Wristband Kit, 
300 sets 

585.00 9945.00 

1 PRINTER-LSR-CLR Color Laser Printer Suitable for 
Wristband Printing 

549.99 549.99 

3 PROF-SVCS Professional Services, per day. *Must 
be used within one year of project 
start 

1500.00 4500.00 

1 DISCOUNT Miscellaneous Discount -2103.88 -2103.88 
1 SHIPPING Estimated Shipping Charge 235.33 235.33 

   Total $58360.44 
Terms are Net 30 Days after credit approval. FOB Solon, Ohio. 
Sales tax* and shipping charges may apply. This quote is valid for seven days from the date above. 
Due to supply disruptions resulting from the global pandemic, delivery commitments are made on 
a best effort basis only.  
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All sales are subject to TimeKeeping Systems' Terms and Conditions of Sale, at 
https://www.guard1.com/about/privacy-policy/#terms-and-conditions-of-sale. 

* TimeKeeping Systems collects sales tax when shipping to CA, FL, IL, KY, MN, OH, PA, TX, and 
WI. 
New customers:  If your organization is tax exempt (and we are shipping to one of the states listed 
above) please provide a tax exemption certificate with your first order. 

 
Join 1300+ Agencies Having Success with GUARD1 

Over 1300+ Agencies have trusted GUARD1 as their inmate monitoring solution since 
1990. 

 

See what some of our customers have to say: 

“Since the implementation of the California Stage Legislative mandate requiring electronic 
documentation of Rounds Checking activities at our Institutions, I cannot say enough 
good things about how smoothly multiple aspects of our GUARD1 product experience have 
performed.  From the flawless initial deployment to the ongoing reliability of the application 
itself; to date, I am not aware of a single outage resulting from issues related to the 
GUARD1 product” 

- Jon McGee, Enterprise Information Services, Department of Corrections and 
Rehabilitation 

 

“I have been with GUARD1 since I took over the LaSalle County… The customization and 
accountability it provides for cell checks is outstanding and very easy to use.  I couldn’t 
be happier with the sales people, the customer support and the products they offer.  That 
is why I did not hesitate when I was told about the new inmate tracking software and 
ordered it immediately.  We have completed the final installation and look forward to 
continuing my relationship with this company and the cutting-edge technology they bring 
to the corrections field that makes my job easier and more efficient.  I would recommend 
GUARD1 to anyone who would ask.” 

- Jason Edgcomb, Jail Superintendent, LaSalle County 

 

“GUARD1 has change the way Gregg County Jail processes jail logs.  We went from 
multiple paper logs at all facilities to now using paper logs for recreation only.  The Gregg 
County Jail uses GUARD1 for the following: 

https://www.guard1.com/about/privacy-policy/#terms-and-conditions-of-sale
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- Jail walks 
- At-risk inmate population 
- Suicide checks 
- Documenting cleaning supplies (in/out of cells) 
- Passing out and picking up Razors 
- Documenting maintenance check 
- Inmate Tracking 

For any agency looking for a scanning system, my recommendation is a wireless/real-
time mobile tracking system by GUARD1.” 

- Luke Whitehead, Captain, Gregg County Jail Facility 

 

Questions and Contact Information  

Thank you again for considering GUARD1 for Cass County Sheriff’s Office.  If you have 
any questions or needs regarding this information, please contact me directly at 
nclark@guard1.com or 216-595-0982.  We appreciate the opportunity to present this 
information to you and help your facility increase efficiency and automate your 
operations. 

Thank you, 

 

 

 
Nicole Clark 

Midwest Account Manager 

 

 
If you or members of your team want to see GUARD1 in action, see our YouTube 
channel, follow us on LinkedIn, or visit our website.  

https://www.youtube.com/user/guard1/videos
https://www.youtube.com/user/guard1/videos
https://www.linkedin.com/company/timekeeping-systems-inc./
https://www.guard1.com/


9 
GUARD1 - www.guard1.com 
1-800-THE-PIPE  

                             30700 Bainbridge Road 
                             Solon, OH 44139 
 
 
 

2021 GUARD1 by TimeKeeping Systems.  All rights reserved.  The information in this proposal is proprietary and confidential. 

 

 



TimeKeeping Systems, Inc. 
Master Sales Agreement  

Page 1 of 26 

TimeKeeping Systems, Inc. 
Master Sales Agreement 

This Master Sales Agreement (“Agreement”) is entered into by and between TimeKeeping 
Systems, Inc., an Ohio Corporation, with an address of 30700 Bainbridge Road, Solon, 
Ohio 44139 (“TKS”) and _____________________________________________, with 
an address of ____________________________________ (“Customer”).  This 
Agreement shall become effective when signed by both parties (the "Effective Date"). 
WHEREAS, TKS manufactures the Guard1 Real Time system of proprietary software, 
equipment and related items for providing documentation, efficiency and safety to 
Customer, Customer’s employees and individuals in Customer’s custody and care; and   
WHEREAS, Customer desires to purchase, and TKS desires to provide, the selected 
equipment, software, services, and related items set forth herein subject to the terms of 
this Agreement. 
NOW, THEREFORE, the parties hereto agree as follows: 
1. Attachments 
This Agreement includes the following attachments incorporated herein by reference: 

Exhibit A: Minimum System Requirements  
Exhibit B: Statement of Work  
Exhibit C: Equipment, Software and Services 

2. Definitions. 
a. "Hardware" means data processing devices, including without limitation, computer 

systems, networking equipment, mobile or portable electronic devices, and 
devices for communicating between and among other hardware devices. 

b. “Equipment” means the hardware, and other tangible equipment set forth on 
Exhibit C sold and/or installed by TKS to Customer hereunder. 

c. "Tracking Components" means Duress Devices and Active Beacon Tracking 
Devices. 

d. “Software” means software or firmware, including Guard1 Real Time software, 
other software required for its operation, and firmware resident in hardware 
devices, developed, provided and/or installed by TKS and licensed by TKS to 
Customer hereunder.  

e. “Service” or “Services” means the professional services provided by TKS, 
including, but not limited to, installation and implementation services, custom 
programming, technical support and any additional training or support beyond the 
scope of standard technical support.  

f. "Hosting" or "Cloud Hosting" means the provision and management of computing 
resources by TKS on behalf of Customer. 

g. “Guard1 System” means the totality of the equipment, software and services sold 
and/or licensed and/or installed by TKS to Customer hereunder.  
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3. Purchase and Sale. 
a. Customer hereby purchases, and TKS hereby sells the Equipment and Services 

and licenses the Software set forth on Exhibit C pursuant to the terms and 
conditions of this Agreement.   

b. All changes affecting delivery date or otherwise affecting the scope of the order 
are subject to prior written approval by TKS and may result in price, delivery, 
specification, and/or other changes. 

c. Equipment shall be invoiced at the time of shipment. Software shall be invoiced at 
the time it is made available to Customer via physical media or download.  Services 
shall be invoiced at the beginning of the project. Support fees and license fees 
shall be invoiced annually in advance.  Renewal of lapsed support or licenses 
(including any mobile device license) for the Guard1 System shall require a 
reinstatement fee invoiced to cover the lapsed period of time.   

d. Terms of Sale are net thirty (30) days from date of invoice, subject to credit 
approval. Customer agrees to pay interest on all past due amounts at a rate of ten 
percent (10%) per annum. Customer to pay all costs of collection, including 
attorneys’ fees. No offset of payment by Customer is permitted. TKS reserves the 
right to withhold technical support and repair services if Customer fails to pay the 
full balance within thirty (30) days from the date of invoice.  If any part of this 
paragraph shall conflict with any public law or government regulation, the public 
law or government regulation shall apply. 

e. No order placed under this Agreement may be cancelled without TKS's prior 
written approval.  No equipment shipped to customer may be returned without a 
Return Merchandise Authorization (RMA) issued by TKS.  TKS may, at its option, 
impose a cancellation or restocking charge for any such cancellation or return. 

4. Purchase Orders 
a. Purchase Orders.  Purchase orders are not required by TKS. Customer may issue 

a purchase order to TKS if required by Customer or any legal statute or regulation.  
Any terms and conditions in Customer's purchase order(s) will not apply unless 
accepted in writing by TKS.  

b. Orders.  Timely written acceptance, by a representative of Customer, of a TKS 
quotation or other offer, shall be considered a valid order, regardless of whether 
Customer's procedures may require a formal purchase order. 

5. Shipment; Title 
Unless otherwise agreed between the parties, shipment will be F.O.B. TKS’s factory, 
warehouse or other point of shipment by TKS, and TKS will invoice the Customer for 
shipping charges.  Risk of loss or damage shall pass to Customer at the F.O.B. point.  
Customer to pay all shipping, insurance, C.O.D. and related charges.  Title to hardware 
shall remain with TKS as security only and until paid in full. Title for software or firmware 
remains with TKS and is licensed for use by Customer pursuant to the License terms and 
conditions of this agreement and any other applicable TKS’s license agreement.  
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6. TKS Additional Offerings 
TKS offers the following as additional options for Customer which, if selected by 
Customer, shall be set forth on Exhibit C: 

a. Mobile devices used in conjunction with the Guard1 System shall be TKS approved 
devices only, purchased from TKS subject to the terms of this agreement, and 
managed by TKS under its mobile device management (“MDM”) plan.  Customer 
shall provide access to devices as required by TKS for updates and other MDM 
functions.  Customer agrees to pay an annual mobile license fee during the Term 
of this Agreement. 

b. A Cloud-based Guard1 System, if selected, shall be subject to the provisions of 
the Cloud System Service Level Agreement Section 10 below. The Cloud option 
allows Customer to run the Guard1 System from Microsoft Azure cloud servers.  
Customer agrees to pay hosting and support fees during the Term of this 
Agreement. 

7. Technical Support 
a. Technical Support Services.  Technical Support Services include the following: 

• An annual training class. 
• Assistance with resolution of technical problems. 
• Basic assistance with usage of the Guard1 System. 
• Technical assistance for upgrades.  

TKS shall use its best efforts to resolve any technical problems.  However, TKS 
does not guarantee a resolution.   

b. Professional Services.  Professional Services (including installation, start-up, 
application engineering assistance and technical training) are provided subject to 
a mutually agreed upon Statement of Work, in the form attached hereto as Exhibit 
B and made a part hereof, (each a “Statement of Work”) or, if no Statement of 
Work is made a part of this Agreement, upon request by Customer.  Assistance 
outside the scope of Technical Support is available via a request for additional 
Professional Services, for a quoted amount, and to be set forth in a Statement of 
Work.  Statements of Work which are executed by the parties shall reference this 
Agreement and shall become part of this Agreement from the date of execution. In 
the event of a conflict between the provisions of this Agreement and the specific 
provisions set forth in a Statement of Work, the provisions of such Statement of 
Work shall prevail. 

c. Available Hours. Technical Support is available Monday-Friday, 8:00 am-6:00 pm 
EST, with the exclusion of national holidays.   

d. Extended Hours Support.  Extended Hours Technical Support is available to 
customers using the Guard1 Tracking Components, for an additional fee.  
Extended Hours Technical Support is available to all other customers, for an 
additional fee, at TKS's sole option.  Extended Hours Technical Support covers 
issues that significantly impact or may potentially impact Customer's operations.  
Extended Hours Technical Support is available 24 hours per day, 365 days per 
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year.  TKS will respond to Extended Hours support requests within two hours, via 
phone or e-mail, on a priority, best effort basis. 

e. Technical Support Fees. Customer agrees to maintain current Technical Support 
billed annually, in advance.  

8. Customer Obligations 
During the Term of this Agreement, Customer shall comply with the following duties and 
obligations:  

a. Customer Environment. Customer's existing hardware, equipment and technology 
environment shall meet the minimum standards as set forth in Exhibit A.  In the 
event of an upgrade, Customer's hardware, equipment and technology 
environment will meet the then-current standards as set forth in Exhibit A. 

b. Remote Access. Unless otherwise agreed to by the parties in writing, all Services 
will be provided remotely by TKS. As such, Customer’s environment must have 
remote access capabilities and Customer must allow access by TKS when 
deemed necessary to provide Services.  

c. Cooperation. Customer shall make available such personnel, resources, and 
information as may be reasonably required for the successful implementation of 
the Guard1 System, including those specified in a Statement of Work. Customer’s 
designated employees must reasonably participate in any scheduled Guard1 
System training.  

d. Security Protection. Customer shall be responsible for developing and maintaining 
physical and electronic security measures for access to its designated locations, 
its network, and any Customer data. 

e. Costs. Customer will be responsible for and agrees that TKS may invoice for 
additional costs due to Customer’s failure to comply with its obligations set forth in 
this Customer Obligations Section 8. 

9. License 
Subject to terms of this Agreement, TKS grants Customer a non-exclusive, non-
transferable license to use the Software for Customer's internal business or operational 
purposes.  
TKS is the owner of all right, title and interest in and to the Software, including all patent, 
copyright, trademark and trade secret rights in and to the Software.  The Software is 
protected by copyright laws and international copyright treaties, as well as other 
intellectual property laws and treaties. The Software is licensed, not sold, and no 
ownership rights in the Software are transferred to Customer. 
Customer acknowledges and agrees that its right to use Licensed Software is contingent 
upon maintenance of current Technical Support and payment in full of any and all fees 
and charges, whether one-time or periodic, whether for hardware, software, services or 
support. 
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10. Cloud System Service Level Agreement 
The following Cloud System Service Level Agreement terms and conditions apply to 
systems hosted by TKS on the Customer's behalf. They do not apply to on-premises 
systems which reside on customer servers. 

a. Uptime Guarantee: TKS’s “Uptime Guarantee” is 99% which equates to a 
maximum of 7.12 hours of downtime during any consecutive 30-day period. 

b. Service Not Available/Significant Degradation: TKS’s outage reporting is to notify 
Customer within 15 minutes after TKS’s determination that the Guard1 System 
and/or Services are unavailable or significantly degraded. Resolution of outage will 
be conducted as soon as possible using reasonable best efforts of TKS. Escalation 
threshold will be 1 hour for complete loss of service and 4 hours for a significant 
degradation. 

c. Limited Degradation: TKS’s outage reporting is to notify Customer within 1 hour 
after TKS’s determination that the Guard1 System and/or Services have a limited 
degradation. Resolution of outage will be conducted as soon as possible using 
reasonable best efforts of TKS. Escalation threshold will be 24 hours. 

d. Small Degradation: TKS’s outage reporting is to notify Customer within 24 hours 
after TKS’s determination that the Guard1 System and/or Services have a small 
degradation. Resolution of outage will be conducted as soon as possible using 
reasonable best efforts of TKS. Escalation threshold will be 48 hours. 

e. Process: TKS’s obligations herein are applicable only if Customer provides TKS 
with designated representatives and supplies TKS with applicable updates as 
contact information changes. TKS will be relieved of its obligations if TKS’s contact 
information for Customer is out of date or inaccurate due to Customer’s action or 
omission or if TKS’s failure is due to reasons of Force Majeure as defined in this 
Agreement. 

f. Remedy: If TKS fails to meet the above obligations, at Customer’s request 
Customer’s account shall be credited the pro-rated charges for any hours beyond 
7.12 hours over any consecutive 30-day period under the Uptime Guarantee. Such 
credit shall not exceed the amount paid or payable by Customer to TKS during the 
period or periods in which the SLA was not met. Customer agrees that such SLA 
credits shall constitute the sole, exclusive and complete remedy for Customer with 
respect to the corresponding failures by TKS to perform in accordance with the 
SLA. 

g. Upgrades: TKS may schedule downtime for routine maintenance and upgrades to 
its Cloud-based system during off-peak hours (6:00 p.m. through 6:00 a.m. 
prevailing Eastern Standard Time). TKS shall attempt to provide Customer with at 
least one (1) week advanced notice of such scheduled downtime or upgrade, and 
will attempt to coordinate the time of upgrade for the convenience of Customer. 
TKS also reserves the right to suspend Customer’s access to the Guard1 System 
for purposes of emergency maintenance work at any time as deemed appropriate 
by TKS, without notice to Customer. 

h. Hosting Fee: Customer acknowledges that cloud services are provided in return 
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for a recurring hosting charge. 
i. Caveats and Exclusions: TKS specifically does not and cannot guarantee the 

following: Circuit outages; Performance within Customer's internet service 
provider’s network; Performance across peering links; Performance to a specified 
end-user; Impact from manufacturer hardware or software defects including 
security vulnerabilities; Impact due to internet or 3rd party hosted denial of service, 
virus, or malware threats; Impact due to TKS requiring action by Customer to 
restore service; and Impact due to radio frequency (RF) or electromagnetic (EM) 
interference. 

11. System Monitoring and Support Access 
a. System Monitoring.  TimeKeeping Systems uses multiple tools to monitor the 

proper functioning of your Guard1 Real Time software and the computer system 
and network on which it resides.  These tools send information to a TimeKeeping 
Systems managed monitoring server.  Typical information includes CPU, memory, 
status of services, and errors. 

b. Support Access.  TimeKeeping Systems support personnel may need access to 
the server where Guard1 is running.  Typical purposes include maintenance, 
upgrades, diagnosing problems, and retrieving logs. 

c. System Monitoring and Support Access for Hosted Systems.  If your Guard1 Real 
Time software resides on a server that is hosted, TimeKeeping Systems uses 
System Monitoring and Support Access tools to manage and support your hosted 
system. 

d. System Monitoring and Support Access for On-Premises Systems.  If your Guard1 
Real Time software resides on a server that you manage, you agree 1) to permit 
installation of System Monitoring and Support Access tools on your server, and 2) 
to permit TimeKeeping Systems to perform System Monitoring, and 3) to permit 
Support Access to TimeKeeping Personnel as needed.  Failure by Customer to 
allow necessary access shall constitute a waiver by Customer of TKS's obligation 
to provide remote support for your Guard1 System.  System Monitoring and 
Support Access tools typically require a software agent or other software 
component to be placed on your server, and may require additional network or 
firewall configuration. 

12. Term and Termination 
a. Term.  This Agreement shall commence on the Effective Date and continue for a 

period of one (1) year (the “Initial Term”) from the Effective Date.  Thereafter, this 
Agreement shall automatically renew for five successive one (1) year periods 
(each a “Renewal Term”), unless either party gives the other party written notice 
of its intention to terminate not less than sixty (60) days prior to expiration of the 
Initial Term or then-current Renewal Term, as applicable.  The Initial Term, 
together with any Renewal Term constitutes the “Term” of this Agreement. 

b. Default 
 In the event of a breach or default by Customer under this Agreement, TKS 
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shall have the right to terminate this Agreement and pursue any remedy 
available at law or in equity, including, but not limited to, seeking 
damages, specific performance and an injunction.  

 In the event of non-payment by Customer, TKS shall have the right to 
suspend or terminate Customer's Hosting or Services. 

 No termination by Customer for default shall be effective unless and until 
TKS shall have failed to correct such alleged default within forty-five (45) 
days after receipt by TKS of the written notice specifying such default. 

 Customer acknowledges that support, hosting, license or lease fees, if any, 
are invoiced annually in advance.  Except for termination under the 
preceding paragraph iii, in the event of termination by either party, annual 
fees will not be prorated or refunded. 

c. Effect of Termination. Upon the termination of this Agreement, all obligations and 
rights of the parties hereunder shall automatically and immediately cease, except 
their respective obligations under the following Sections: Invoices/Sales Terms; 
Confidentiality; Warranty Disclaimer; and Indemnity, and their respective 
obligations that accrued prior to termination or result from any default hereunder, 
all of which shall survive termination to the maximum extent permitted by 
applicable legal requirements.  Further, Customer shall be responsible for the 
payment of any balance owed to TKS, which shall immediately become due and 
owing.   

d. Data Retention 
 For hosted systems, TKS will retain Customer's data for 30 days after 

Termination, after which it will be deleted.  TKS shall bear no responsibility 
for data deleted in accordance with this section. 

 At any time up 30 days after Termination, TKS shall provide a copy of 
Customer's data upon written request by Customer.  TKS shall invoice 
Customer for this service at TKS's then current rate for Professional 
Services. 

13. Warranties  
a. Limited Hardware Warranty.  Hardware which is subject to any hardware warranty 

is also subject to this Agreement unless inconsistent with the hardware warranty, 
in which case the hardware warranty shall govern.  

 Warranty Term 
A. PIPE II (Version II, identified by serial numbers beginning with "A") is 

warranted to be free from defects in materials and workmanship for 
a period of five years from the date of original purchase. Batteries 
are warranted to maintain an adequate operating voltage level for a 
period of five years from the date of original purchase. 

B. Mobile Devices are warranted to be free from defects in materials 
and workmanship for a period of three (3) years from the date of 
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original purchase.  
C. Wall Mount RFID Tags are warranted to be free from defects in 

materials and workmanship for their service lifetime  
D. All other hardware products are warranted to be free from defects in 

materials and workmanship for a period of one (1) year from the date 
of original purchase. 

 TKS agrees to repair or, at TKS's option, replace equipment supplied by 
TKS which proves to be defective in materials or workmanship. Satisfaction 
of this warranty, consistent with other provisions herein, will be limited to the 
replacement, or repair or modification of, or issuance of a credit for the 
goods involved, at TKS’s option, only after the return of such goods with 
TKS’s consent and issuance of a Return Merchandise Authorization (RMA). 
Any warranty service (consisting of time, travel, and expenses related to 
such services) performed other than at TKS’s factory, shall be at 
Customer’s expense.   

b. Software and Firmware.  TKS warrants that new software will conform to the written 
specifications prepared, approved, and issued by TKS for a period of twelve (12) 
months from the date of shipment from TKS’s factory in Solon, Ohio, or if 
transferred electronically, from the date of download or other transfer to Customer. 
In the event of a warranty claim, TKS will provide corrective measures which are 
limited, at TKS’s option, to repair, replacement or modification of the software 
and/or firmware code, or recommendation of a viable, alternative application that 
will enable Customer to work around the failure. TKS makes no representation or 
warranty, express or implied, that the operation of the software or firmware will be 
uninterrupted or error free, or that the functions contained therein will meet or 
satisfy Customer’s intended use or requirements. 

c. Third Party Products.  Products which are not manufactured by TKS are subject to 
the manufacturer's warranty. 

d. Warranty Disclaimer.  Warranty satisfaction is available only if (i) TKS is promptly 
notified in writing upon discovery of an alleged defect and (ii) TKS’s examination 
of the subject goods discloses, to its satisfaction, that any alleged defect has not 
been caused by misuse, abuse, neglect, improper installation, improper operation, 
improper maintenance, repairs by other than TKS’s authorized service facility, 
alteration or modification, accident, or unusual deterioration or degradation of the 
goods or parts thereof due to physical environment or due to electrical or 
electromagnetic noise environment. Repair or replacement as provided under 
these warranties is the exclusive remedy of customer.   EXCEPT AS EXPRESSLY 
SET FORTH IN THIS SECTION 13 OR ELSEWHERE IN THIS AGREEMENT TKS 
DISCLAIMS ALL WARRANTIES, EXPRESS OR IMPLIED, INCLUDING, 
WITHOUT LIMITATION, ALL IMPLIED WARRANTIES OF MERCHANTABILITY, 
FITNESS FOR A PARTICULAR PURPOSE, TITLE, AND NON-INFRINGEMENT.  
IN NO EVENT SHALL TKS HAVE ANY LIABILITY TO CUSTOMER IF THE 
GUARD1 SYSTEM OR SOFTWARE HAVE BEEN SUBJECTED TO MISUSE, 
MISAPPLICATION OR NEGLECT, DAMAGED BY ACCIDENT, RENDERED 
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DEFECTIVE BY REASON OF IMPROPER INSTALLATION, NOT USED AS 
RECOMMENDED AND IN ACCORDANCE WITH APPROVED INSTALLATION 
AND OPERATING PRACTICES OR RENDERED DEFECTIVE BY THE 
PERFORMANCE OF REPAIRS OR ALTERATIONS NOT APPROVED BY TKS. 

14. Returns 
Prior to returning goods for repair or exchange, the Customer must first obtain a 
Return Merchandise Authorization (“RMA”) number from TKS. The RMA number must 
appear on the shipping carton. A Return Merchandise Authorization will be valid for 
thirty (30) days only. The Customer shall bear the cost of shipping the goods to TKS.  
When goods are received without an RMA number, or if the RMA has expired, TKS 
may, at its option, return the goods to the Customer, freight collect, or process the 
return for a handling charge of twenty-five dollars ($25) or ten percent (10%) of the 
product cost, whichever is greater.  Returns for credit are subject to a twenty percent 
(20%) re-stocking fee plus any charges incurred in refurbishing the goods. Under no 
circumstances may goods be returned after thirty (30) days. 

15. Insurance; Indemnity 
a. Insurance.  During the Term of this Agreement, TKS shall maintain commercially 

reasonable insurance coverage for the following risks: (i) Comprehensive General 
Liability Insurance; and (ii) Workers’ Compensation (as required by statute).  Upon 
written request of the Customer, TKS shall name the Customer as an additional 
insured under such policies (except for Workers’ Compensation), and shall provide 
Customer with a certificate evidencing the above insurance coverage. 

b. Intellectual Property.  TKS shall defend Customer against any claim, demand, suit, 
or proceeding ("Claim") made or brought against Customer by a third party alleging 
that the use of the Guard1 System as permitted hereunder infringes or 
misappropriates the registered copyrights or issued patents of a third party, and 
shall indemnify Customer for any damages finally awarded against, and for 
reasonable attorneys’ fees incurred by, Customer in connection with any such 
Claim; provided, that Customer (a) promptly gives TKS written notice of the Claim; 
(b) gives TKS sole control of the defense and settlement of the Claim (provided 
that TKS may not settle any Claim unless the settlement unconditionally releases 
Customer of all liability); and (c) provides to TKS all reasonable assistance.  
Customer may, at its own cost, participate in the investigation, trial and defense of 
any such proceeding, and any appeal arising from the proceeding, and employ its 
own counsel in connection therewith. 

c. Indemnification.  TKS shall indemnify, defend and hold harmless Customer, its 
directors, officers and employees, successors and assigns, from and against any 
and all claims of third parties resulting from TKS’s negligence or willful misconduct 
in the performance of its obligations hereunder.  IN NO EVENT, REGARDLESS 
OF CAUSE, SHALL TKS BE LIABLE FOR (A) BUSINESS INTERRUPTION, LOSS 
OF PROFIT OR THE LIKE, (B) PENALTIES OR PENALTY CLAUSES OF ANY 
DESCRIPTION, (C) INDEMNIFICATION OF CUSTOMER EXCEPT AS 
PROVIDED IN THIS PARAGRAPH, (D) INDIRECT OR CONSEQUENTIAL 
DAMAGES UNDER ANY CIRCUMSTANCE, INCLUDING ANY LOSS, INJURY, 
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OR OTHER DAMAGES. TKS’S MAXIMUM LIABILITY, INCLUDING DIRECT 
DAMAGES, SHALL NOT EXCEED THE AMOUNT OF THE PURCHASE ORDER. 
This limitation of TKS’s liability will apply regardless of the form of action, whether 
in contract or tort, including negligence. Any claim against TKS must be made 
within six (6) months after the cause of action accrues.  

16. Confidentiality 
a. Definition.  “Confidential Information” shall mean confidential or other proprietary 

information that is disclosed in writing by one party (the “Disclosing Party”) to the 
other party (the “Receiving Party”) under this Agreement and conspicuously 
labeled by the Disclosing Party as Confidential Information at the time of 
disclosure, including, without limitation, designs, drawings, models, prototypes, 
software designs and code, bit-map files, data, product specifications and 
documentation, business and product plans, and other confidential business 
information.  Confidential Information shall not include information which: (i) is or 
becomes public knowledge without any action by, or involvement of, the Receiving 
Party; (ii) is independently developed by the Receiving Party without use of the 
Disclosing Party’s Confidential Information; (iii) is already known to the Receiving 
Party at the time of disclosure under this Agreement; or (iv) is disclosed to the 
Receiving Party by a third party without obligation of confidentiality. 

b. Protection of Confidential Information.  Each party agrees not to transfer or 
otherwise disclose the Confidential Information of the other party to any third party 
unless authorized in writing.  Each party shall (i) give access to such Confidential 
Information solely to those employees with a need to have access thereto for 
purposes of this Agreement, and (ii) take the same security precautions to protect 
against disclosure or unauthorized use of such Confidential Information that the 
party takes with its own confidential information, but, in no event, shall a party apply 
less than a reasonable standard of care to prevent such disclosure or unauthorized 
use.  Receiving Party shall not be in violation of its obligations under this 
Confidentiality section if it discloses Confidential Information pursuant to a judicial 
or governmental order, provided that the Receiving Party gives the Disclosing 
Party sufficient prior notice to contest such order and seek a protective order. 

c. Confidential Information Not Related to the Performance of this Agreement.  
Customer acknowledges that TKS does not wish to receive any Confidential 
Information from Customer except Confidential Information that is necessary for 
TKS to perform its obligations under this Agreement, and, unless the parties 
specifically agree otherwise, TKS may reasonably presume that any unrelated 
information received from Customer is not proprietary or Confidential Information.  

d. Disclosure to Competitors Regarding the Guard1 System.  Customer agrees not 
to provide any information (whether Confidential Information or otherwise) relating 
to the Guard1 System, its composition, Software, Hardware, Equipment, 
intellectual property, pricing, or other attributes, to any person or entity that is (i) a 
competitor of TKS; or (ii) that develops, markets or manufactures products (A) 
substantially similar to the Guard1 System or any Guard1 System component or 
(B) for any purpose substantially similar to that of the Guard1 System or any 
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Guard1 System component. 
e. Government Entities.  If Customer is a government entity subject to public record 

inspection or disclosure laws, disclosure of legally mandated Confidential 
Information that is deemed a public record under such laws and does not fall under 
any of the applicable exemptions thereunder shall not be a breach of this 
Agreement, provided that Customer gives TKS sufficient prior notice to contest 
such records request and seek a protective order. 

17. General Provisions 
a. Complete Understanding; Modification.  This Agreement including all exhibits and 

any Software License Agreements (if applicable) constitutes the complete, 
integrated and exclusive agreement of the parties and supersedes all prior or 
contemporaneous understandings and agreements, whether written or oral, with 
respect to the subject matter hereof.  No modification of or amendment to this 
Agreement, nor any waiver of any rights under this Agreement shall be effective 
unless in writing and signed by both parties hereto. 

b. Force Majeure.  TKS shall not be liable for any loss, damage or delay in delivery 
due to acts of God or causes beyond its reasonable control including acts of the 
Customer, acts of civil or military authority, fires, strikes, floods, epidemics, 
pandemics, quarantine restrictions, war, riots, delays in transportation, 
transportation embargoes, or inability due to causes beyond its reasonable control 
to obtain necessary engineering talent, labor, materials or manufacturing facilities. 
In the event of such delay, the delivery date shall be extended for that length of 
time as may be reasonably necessary to compensate for the delay. 

c. Assignment.  This Agreement may not be assigned by either party without the 
written consent of the other party. 

d. Governing Law and Forum.   
 Government Entities.  If Customer is a government entity and Customer is 

subject to laws which mandate its governing law and/or venue for dispute 
resolution, this Agreement (A) shall be made in and performed in the state 
of the Customer’s location, (B) shall be governed by and interpreted in 
accordance with the laws of such state including its provisions of the 
Uniform Commercial Code, (C) all actions or proceedings arising directly or 
indirectly from this agreement shall be litigated in the state or federal courts 
of Customer's location, as applicable. Should any term or provision of this 
Agreement be held wholly or partly invalid or unenforceable under 
applicable law, the remainder of the Agreement evidenced hereby will not 
be affected thereby. 

 If Customer is not a government entity or Customer is not subject to a state 
law which mandates its governing law, this Agreement shall be made in and 
performed in the State of Ohio and shall be governed by and interpreted in 
accordance with the laws of the State of Ohio including its provisions of the 
Uniform Commercial Code. Customer agrees that all actions or proceedings 
arising directly or indirectly from this Agreement shall be litigated exclusively 
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in courts having both jurisdiction and venue within the State of Ohio and 
Cuyahoga County. Customer hereby consents to the jurisdiction of any 
local, state or federal court located within the State of Ohio and Cuyahoga 
County and waives the personal service of any and all process upon 
Customer herein and consents that all such service or process may be 
made by certified mail to the Customer. Should any term or provision of this 
Agreement be held wholly or partly invalid or unenforceable under 
applicable law, the remainder of the Agreement evidenced hereby will not 
be affected thereby. 

e. Severability.  If any provision of this Agreement is held to be invalid or 
unenforceable under the circumstances, such provision’s application in any other 
circumstances and the remaining provisions of this Agreement shall not be 
affected thereby. 

f. Notices.  All notices and other communications hereunder shall be in writing and 
shall be deemed effective when delivered by hand or by electronic transmission, 
or upon receipt when mailed by registered or certified mail (return receipt 
requested) or next day national carrier, postage prepaid, to the parties at the 
addresses first listed above.  

g. Waiver.  No failure or delay on the part of any party in exercising any right 
hereunder, irrespective of the length of time for which such failure or delay shall 
continue, will operate as a waiver of, or impair, any such right.  No single or partial 
exercise of any right hereunder shall preclude any other or further exercise thereof 
or the exercise of any other right.  No waiver of any right hereunder will be effective 
unless given in a signed writing. 

h. Counterparts.  This Agreement may be executed in multiple counterparts, which 
taken together shall constitute an original without the necessity of the parties 
signing the same page or the same documents, and may be executed by 
signatures to electronically transmitted counterparts in lieu of original printed or 
photocopied documents.  Signatures transmitted electronically shall be considered 
original signatures. 

 
 

[signature page follows]  
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By signing below, the Customer acknowledges that it has read and understands this 
Agreement and, intending to be legally bound, agrees to its terms and conditions.   
 

 

Customer: ____________________________ 
 

TimeKeeping Systems, Inc. 

Signature: ____________________________ 
 

Signature: ____________________________ 

Name: ____________________________ 
 

Name: ____________________________ 

Title: ____________________________ 
 

Title: ____________________________ 

Date: ____________________________ 
 

Date: ____________________________ 
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Exhibit A 
GUARD1 Real Time 

Minimum System Requirements 
 
Your system's configuration and its components determine which requirements apply. 
Deployment can be on-premises or cloud. 
Hardware components will include one or more of: 

• Mobile Devices (smartphones) that read NFC tags or ID badges 
• The PIPE, a super-rugged data recorder 
• Duress Devices, personal alarms for staff or officers 
• Tracking – Active RF tracking tags for locating people and things 

Integration with a JMS, OMS, EHR or other management system database. 
All requirements must be met or exceeded. 

 
Minimum requirements for all systems 
Active Directory and Client workstation minimum requirements apply to all system types.  
Active Directory 

• Five Active Directory groups are used to control access to Guard1 Real Time.  User 
Account membership in a group gives that user access to the associated functionality in 
Guard1 Real Time.  Suggested groups are Guard1ControlRoom, Guard1Management, 
Guard1Supervisors, Guard1Reports and Guard1System.  Custom-named groups are 
permitted. 

• Active Directory users must have a logon name including domain. 
• Employee ID Numbers must be implemented and must be unique. 
• Mobile device users must be a member of the Guard1ControlRoom group, or a group 

associated to the Guard1ControlRoom role. 
Client Workstation - Operating System 

• Windows 10 (64-bit) 
• Windows Server 2016 
• .NET Framework 4.8 

Client Workstation - Hardware Requirements 
• 2.80 GHz 64-bit 2-thread CPU  
• 8 GB RAM 
• 10 GB free HDD space 
• 1024x768 monitor 
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Minimum requirements for on-premises systems 
The requirements below apply to on-premises systems only.  These are minimum requirements.  
We recommend you review your planned deployment with a GUARD1 engineer. 
Server – Operating System 

• Windows Server 2016 
• .NET Framework 4.8 

Server – Hardware with Tracking or Duress (with or without Mobile Devices or The PIPE) 
• 2.80 GHz 64-bit 10-thread CPU 
• 32 GB RAM 
• Main Hard drive 100 GB free HDD space (see also SQL Server section below) 
• Second Hard drive for Archives/Backups-500 GB free HDD space  
• Dual Network Interface Cards  
• Active Directory (Workgroups are not supported) 
• A domain controller cannot be used as the GUARD1 server 

Server - Hardware with Mobile Devices or The PIPE (no Tracking or Duress) 
• 2.80 GHz 64-bit 4-thread CPU 
• 16 GB RAM 
• Main Hard drive 50 GB free HDD space (see also SQL Server section below) 
• Second Hard drive for Archives/Backups-500 GB free HDD space 
• Active Directory (Workgroups are not supported) 
• A domain controller cannot be used as the GUARD1 server 

SQL Server 
• Standard or Enterprise Edition.  Express Edition is not supported. 
• SQL Server 2019 with Reporting Services in Native Mode. 
• SQL Server can run on the GUARD1 server or on a different server. 
• The SQL Server hard drive must have space to accommodate growth of the databases: 
• Without Tracking or Duress typical database growth is ~500MB per year. 
• With Tracking and/or Duress typical database growth is ~15GB per year. 
• These values are estimates.  Actual growth is dependent on the number of objects 

(people, things and rules) and events (movements, scans, well-being checks, alerts). 
Installation Requirements 

• Windows login with LOCAL ADMIN rights on the app server. 
• Windows or SQL login with SYSADMIN rights on the SQL database server. 
• Windows login with ADMIN rights on the SSRS server. 
• If SSRS is not on the app server, a Windows Domain account with a non-expiring 

password is required to run the Guard1TrackingAppPool. 
Connectivity 

• VPN or equivalent remote access to server for GUARD1 Professional Services and 
Technical Support. 
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Minimum requirements for Mobile Devices 
WiFi, SSL certificate and connectivity requirements apply to systems with Mobile Devices. 
Third Party SSL Certificate 

• Required for on-premises system when Mobile Devices are implemented. 
• Enables connectivity between the GUARD1 Mobile Devices and the GUARD1 server. 
• Must be issued by a Trusted Root Certificate Authority. 

Connectivity 
• VPN or other remote access to server for GUARD1 Professional Services and Technical 

Support. 
• WiFi access is required where data is transferred or staff log in (control room, officer 

desk, etc.) 
• Access to ManageEngine MDM server via Internet is required where mobile devices are 

charged or stored. 
WiFi Infrastructure (Mobile) 

• A WiFi network that supports 802.11b or newer. 
• A WiFi domain that supports WiFi roaming, with 802.11k and 802.11r. 
• Minimum -67 dBm RSSI. 
• Minimum 19 dBm SNR. 
• Co-channel or adjacent channel separation of at least 19 dBm. 
• NTP service available to mobile devices. 

 

Minimum requirements for Tracking and Duress, all systems 
Network Infrastructure requirements apply to systems with Tracking or Duress.  
Network Infrastructure (Tracking and/or Duress) 

• CAT 5 cabling per drawing. 
• Switches as agreed. 
• DHCP reservations for all Tracking Receivers. A list of Receiver MAC addresses will be 

provided.   
Your GUARD1 Project Manager will work with you to determine cabling drops and additional 
network infrastructure necessary.  Unless otherwise noted, network infrastructure is the 
customer's responsibility. 
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Minimum requirements for Tracking and Duress, Hosted Systems 
A server to host the GUARD1 Remote Device Hub service is required on the customer’s 
network (the same network as the Tracking Receivers).  This can be a Virtual Machine or 
hardware server. This server is provided, administered and maintained by the customer. 

Remote Device Hub Server – Operating System 
• Windows Server 2016  

Remote Device Hub Server – Hardware  
• 2.80 GHz 64-bit 10-thread CPU 
• 32 GB RAM 
• Main Hard drive 100 GB free HDD space  
• Dual Network Interface Cards (one for primary LAN, the other for Tracking LAN) 
• Active Directory (Workgroups are not supported) 
• A domain controller cannot be used as the GUARD1 Remote Device Hub server 

Installation Requirements 
• Windows login with LOCAL ADMIN rights on the app server. 

Connectivity 
• VPN or equivalent remote access to the server for GUARD1 Professional Services and 

Technical Support. 
o Beyond Trust jump client is preferred 

• Internet access is required for communication with the hosted application server 
 

Requirements for Integration 
Integration requirements apply to systems with optional JMS, OMS or management system 
integration.  Integration requires an in-depth review – please speak with your GUARD1 Account 
Manager. 
JMS/OMS Integration 

• The customer or customer's management system vendor will provide an export file from 
JMS system meeting GUARD1’s current JMS/OMS export requirements. 

• The export is typically saved to a shared folder on a server or SFTP share. 
• GUARD1 requires unique identifiers for beds and bed assignments. 
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Exhibit B 
GUARD1 Real Time Statement of Work 

 
Overview 
The complete Statement of Work will include: 

• Common work for all systems.  See Statement of Work for All Systems. 
• Server setup and software installation.  See Statement of Work for On-Premises 

Systems or Statement of Work for Cloud Systems. 
• Hardware setup.  See Statement of Work for PIPE and/or Mobile Device and/or 

Duress/Active Tracking. 
• Optional implementation of a management system interface.  See Statement of Work for 

Management System / JMS / OMS Integration. 
TimeKeeping Systems' work will be performed remotely unless otherwise agreed. 
Customer assistance is important in defining work parameters and setting up the IT environment. 

 
Statement of Work for All Systems 
Purpose: This is the work common to all GUARD1 Real Time systems. 
Initial IT Review 
Participants: TimeKeeping Systems, Customer IT staff 
Typical Duration: 30 minutes 
Work performed: 

TimeKeeping Systems will review the System Requirements with your team. 
TimeKeeping Systems will provide the IT Deployment Guide to your team and review the 

information needed in order to begin the implementation process. 
TimeKeeping Systems will set up the Kickoff meeting and provide an agenda. 

Deliverables: 
Deployment Guide information form completed by Customer 
Samples provided to TimeKeeping Systems for forms being used, current wristband, ID 

badge  
Project participants identified: Project Champion, Principal IT Contact 

 
Kickoff Meeting 
Participants: TimeKeeping Systems, Project Champion, Principal IT Contact, others to 

be identified 
Typical Duration: One hour 
Work performed 

Review the components of the system being implemented. 
Review the steps of the implementation process. 
Discuss requirements, where applicable, for cabling, and infrastructure. 
Discuss requirements for Customer WiFi environment (for mobile devices). 
Discuss training and develop a preliminary plan. 
Set a date for IT environment preparation by Customer. 
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Deliverables: 
Date set for remote system implementation 
Preliminary action plan 

◆ Milestone: Project Started 
 
IT Environment Preparation 
Work performed 

The Customer will prepare an environment that meets the System Requirements 
The Customer will notify TimeKeeping Systems and confirm the system implementation date 

Deliverables: 
Hardware and software prerequisites are met on client workstations. 
Active Directory groups created and users assigned for GUARD1ControlRoom, 

GUARD1Management, GUARD1Supervisors, GUARD1Reports, GUARD1System 
Review environment with TimeKeeping Systems 
Date confirmed for remote system implementation 
Customer IT staff assigned and available 

◆ Milestone: IT Environment Ready 
 
Install GUARD1 on the server 
Typical Duration: Variable, depends on features, environment and scheduling 
Participants: TimeKeeping Systems, Customer IT staff 
Work performed: 

TimeKeeping System will install GUARD1 Real Time on the server – for cloud systems, on an 
Azure instance implemented by TimeKeeping Systems; for on-premises systems, on the 
Customer's server. 

Configure inmates, officers, assets, locations if JMS/OMS Integration is not implemented (up 
to 200 objects) 

Create Duty Posts 
Create Well-being Check Rules and Calendar / Inspection Rules 
Configure Maps and Zones 
Configure Activities, Handouts and Observations 
Configure Reports 
Configure Alerts and Notifications 
Configure System Agents  
Confirm Data Maintenance runs successfully 

 
Install GUARD1 on a client workstation 
Participants: TimeKeeping Systems, Customer IT staff 
Work performed: 

Install GUARD1 Real Time Client on Customer workstation 
Confirm that user can log in and access functions appropriate to their AD group assignment 
Review Client installation process with Customer IT staff for remaining workstations 

 
System Check-Out 
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Participants: TimeKeeping Systems, Customer IT staff 
Work performed: 

Confirm the system is functional 
Deliverables: 

System is installed and functional 
◆ Milestone: System is Customer Ready 
 
Training 
Participants: TimeKeeping Systems, Customer operations staff 
Typical Duration: Varies depending on system size.  Typically one to two days. 
Work performed: 

Review the GUARD1 system using Customer's deployment 
How to enter data 
How to use the system 
How to run reports 
Set date for followup call 
Additional items such as Mobile Device training will be defined in a Training Plan as 

appropriate 
Deliverables: 

Customer is trained in use of the system 
Customer is ready to enter data 
Date set for go-live followup 

◆ Milestone: System is Go-Live Ready 
 
Go Live 
Participants: TimeKeeping Systems, Customer operations staff 
Work performed: 

TimeKeeping Systems staff is available to support Customer go live. 
Deliverables: 

System is up and running and in use 
◆ Milestone: System is Live 
 
Followup 
Typical Duration: 30 minutes 
Participants: TimeKeeping Systems, Project Champion 
Work performed: 

Review system status 
Determine and address any Customer problems 
Set additional followup, if appropriate 

Deliverables: 
Installation and implementation are complete, or another followup 

◆ Milestone: Customer Approval 
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Customer Acceptance 
Typical Duration: 30 minutes 
Participants: TimeKeeping Systems, Project Champion 
Work performed: 

Review additional steps for system upkeep and maintenance 
Customer accepts the system (sign-off) 

Deliverables: 
• Signed Customer acceptance 

◆ Milestone: Implementation Complete 
  



Exhibit B 
Guard1 Real Time Statement of Work  

Page 22 of 26 

Statement of Work for Server Implementation 
GUARD1 can be deployed as an on-premises or cloud system.  Only one of these statements of 
work will apply. 

Statement of Work for On-Premises Systems 
Purpose: To implement the hardware environment for an on-premises Windows 
Server and SQL Server based GUARD1 system. 
IT Environment Preparation 
Work performed 

TimeKeeping Systems will review requirements with the Customer 
The Customer will prepare an environment that meets the System Requirements 
The Customer will notify TimeKeeping Systems and confirm the system implementation date 

Deliverables: 
Hardware and software prerequisites are met on server(s) and workstations. 
Active Directory groups created and users assigned for GUARD1ControlRoom, 

GUARD1Management, GUARD1Reports, GUARD1System 
SQL Server database maintenance includes database backup plan, recovery process, and 

archiving schedule 
SQL Reporting Services is installed and configured 
Date confirmed for remote system implementation 
Customer IT staff assigned and available 

◆ Milestone: On-Premises Server is Ready 
 
Statement of Work for Cloud Systems 
Purpose: To implement a cloud based GUARD1 system. 
IT Environment Preparation 
Participants: TimeKeeping Systems, Customer operations staff 
Work performed 

TimeKeeping Systems will prepare a cloud system that meets the System Requirements 
TimeKeeping Systems will contact Customer and confirm the system implementation date 

Deliverables: 
Cloud system ready for implementation 
Local Active Directory groups created and users assigned for GUARD1ControlRoom, 

GUARD1Management, GUARD1Reports, GUARD1System 
◆ Milestone: Cloud Server is Ready 
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Statement of Work for Hardware Implementation 
GUARD1 supports multiple hardware options.  One or more of these statements of work will 
apply, depending on the hardware selected by your organization. 

Statement of Work for PIPE Systems 
Purpose: Set up hardware and checkpoints for the PIPE. 
IT Environment Preparation 
Work performed 

Locations planned for IP Downloader(s) 
Ethernet connection available for IP Downloader(s) 

Deliverables: 
IP Downloaders connected and ready 

◆ Milestone: Downloaders Ready 
 
System Implementation 
Work performed 

Assign iButtons or QR/NFC tags to locations 
Set up button wallets 
Configure IP Downloaders 

◆ Milestone: Hardware Ready 
 
Statement of Work for Mobile Device Systems 
Purpose: Set up mobile devices, supporting WiFi, and RFID tags and checkpoints. 
IT Environment Preparation 
Participants: TimeKeeping Systems, Customer operations staff 
Work performed 

The Customer will prepare an environment that meets the WiFi System Requirements 
Deliverables: 

WiFi configured to system requirements, including 802.11r and k, if required for mobile 
devices 

SSL Certificate procured for Mobile Clients 
Internet access for Mobile Device Management (MDM)  
Customer IT staff assigned and available 

◆ Milestone: IT Environment Ready 
 
Remote System Implementation 
Participants: TimeKeeping Systems, Customer operations staff 
Work performed 

Set up printing of RFID wristbands or ID cards 
Assign tags to inmates 

◆ Milestone: System is Customer Ready 
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Training 
Participants: TimeKeeping Systems, Customer operations staff 
Work performed: 

Discuss mobile device workflows 
How to use mobile devices 
Hands-on officer training 

◆ Milestone: System is Go-Live Ready 
 
Statement of Work for Duress / Tracking Systems 
Purpose: Set up and implementation of zone-based positioning system 
IT Environment Preparation 
Work performed 

Note:  The network for GUARD1 receivers will be provided by the Customer unless otherwise 
agreed.  TimeKeeping Systems recommends an independent network for duress and 
tracking systems. 

Prepare a network environment that meets the System Requirements.   
Install network cabling 
Deploy switches and other network infrastructure 

Deliverables: 
Network cabling 
Customer IT staff assigned and available 

◆ Milestone: IT Environment Ready 
 
Install GUARD1 on the server 
Work performed 

Assign Duress Devices to officers 
Assign tags to inmates 
Configure Zones and Maps 
Configure Tower Lights 
Configure System Agents  

 
System preparation 
Work performed 

Install receivers 
Configure Receivers  
Tune receivers and optimize the system to maximize accuracy of location information 

◆ Milestone: System is Customer Ready 
 
  



Exhibit B 
Guard1 Real Time Statement of Work  

Page 25 of 26 

Statement of Work for Integration 
GUARD1 integrates with a management system, for patients, residents, offenders, etc.  This 
integration is optional, so the statement of work below will apply if your system includes 
integration. 

Statement of Work for Management Systems (JMS / OMS) Integration 
Export File Preparation 
Work performed 

The Customer will provide an export file that meets TKS specifications 
The Customer export will provide unique bed assignments per individual 
The Customer export will provide a URI for individuals' photos 

Deliverables: 
XML Export file that meets TKS specifications 
Sample export file available for TKS development 
If an XML Export file is not available, the Customer will provide an agreed-on export 

◆ Milestone: Export Ready 
 
Export File Preparation 
Work performed 

TimeKeeping Systems will complete the integration using the Customer's export file 
Deliverables: 

Integration is complete in GUARD1 
Ready for testing 

◆ Milestone: Export Ready 
 
System Checkout 
Participants: TimeKeeping Systems, Customer IT staff, Project Champion 
Work performed: 

Confirm access to management system data 
Confirm access to photos 
Confirm that data is correct 

Deliverables: 
Integration is complete and functional 

◆ Milestone: Integration is Customer Ready 
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Exhibit C 
Equipment, Software and/or Services 

 
Subject to the terms and conditions of this Agreement, TimeKeeping Systems, Inc. ("TKS") offers, 
and Customer agrees to purchase, the Equipment, Software and/or Services as specified in: 
 

☐ TKS Quote Number __________________________, incorporated herein by reference. 

☐ Customer Purchase Order _____________________.  Terms and conditions that appear 
on or are referenced in Customer’s Purchase Order that are inconsistent with this 
Agreement are and shall be null and void. 

☐ Price List (specify) ____________________________ 

☐ Other (specify) _______________________________ 

 

☐ Lease term.  If this section is checked, it applies to leased items identified in the 
above documents. Leased Items shall remain the property of TKS, and shall be 
leased to customer for a period of ______ years (the Lease Term).  Customer 
agrees that if this Agreement is cancelled before the end of the Lease Term, all 
remaining lease payments shall become immediately due and payable. 

 The parties may extend the lease beyond the original Lease Term by mutual 
agreement in writing. 
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